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1. Objetivo

Esse Plano tem como objetivo definir os procedimentos a serem adotados pelos sécios,
administradores, funcionarios e todos que, de alguma forma, auxiliam o
desenvolvimento das atividades da Gestora (“Colaboradores”), em decorréncia da
ocorréncia de eventuais contingéncias, de modo a impedir descontinuidade operacional
por problemas que impactem no funcionamento da Gestora no dmbito da sua atividade
de gestao de recursos. Foram estipulados estratégias e planos de agdo com o intuito de
garantir que os servigos essenciais da Gestora sejam devidamente identificados e
preservados apds a ocorréncia de um imprevisto ou um desastre.

2. Base Legal

(i) Resolugdo da Comissdo de Valores Mobiliarios (“CVM”) n°® 21, de 25 de
fevereiro de 2021, conforme alterada (“Resolucdo CVM 21%);

(i)  Codigo da Associacao Brasileira das Entidades dos Mercados Financeiro e
de Capitais (“Anbima”) de Administragao e Gestao de Recursos de Terceiros
(“Cédigo de AGRT"); e

(i) Demais manifestagbes e oficios orientadores dos 6rgaos reguladores e
autorreguladores aplicaveis as atividades da Gestora.

3. Equipe de Contingéncia

Para coordenar todas as acdes necessarias desse Plano, bem como promover o
adequado treinamento e agdes para restabelecimento da situacéo de atividade normal
da Gestora, foram definidos os seguintes responsaveis pela Equipe de Contingéncia:
(1) o Diretor de Compliance, Risco e PLD (em caso de auséncia do Coordenador de
Contingéncia, este se tornara o responsavel pelo Plano); e (3) o Analista da equipe de
Compliance, Risco e PLD

Essas pessoas deverdo tomar as decisdes necessarias para acionar este Plano se e
quando necessario, tomando essa decisdo em conjunto ou, no caso de impossibilidade,
com os demais administradores da Gestora.

4. Cenarios de Contingéncia

Focos de Preocupacéo e Plano de Acdo

Para atendimento as necessidades minimas de manutengao dos servigos/atividades da
Gestora, foi definida uma estrutura minima fisica, tecnolégica e de pessoal, e
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procedimentos que devem ser adotados toda vez em que uma situagdo seja
caracterizada como uma contingéncia as operacdes da Gestora.

Com base no levantamento da estrutura da Gestora relativa a gestdo de recursos e no
mapeamento de riscos, a Gestora tem condicbes de manter sua atuagcao mesmo na
impossibilidade de acesso as suas instalagcbes e/ou no caso de falta impactante de
Colaboradores ao local de trabalho.

No cenério de contingéncia, o Coordenador de Contingéncia devera acionar este Plano,
em carater imediato, e iniciar também imediatamente a avaliagcdo das causas que
geraram a contingéncia para providenciar sua solugdo o mais rapidamente possivel,
bem como dar inicio ao efetivo cumprimento dos procedimentos aplicaveis descritos
abaixo, devendo comunicar imediatamente o ocorrido aos Colaboradores, indicando
nessa oportunidade qual o procedimento a ser adotado por cada colaborador de acordo
com a contingéncia ocorrida.

O Coordenador de Contingéncia devera acompanhar todo o processo aplicavel abaixo
descrito até o retorno a situacdo normal de funcionamento dentro do contexto das
atividades desempenhadas pela Gestora e reportar eventuais alteragbes e atualizagdes
da contingéncia aos demais colaboradores.

Espaco Fisico
Local onde sdo realizadas as operagcées da Gestora. Nesse espagco encontra-se
instalada toda a infraestrutura necessaria para a execug¢ao de suas atividades.
Riscos Plano de Acao

> Problemas de Infraestrutura: Falta de | Caso seja verificada a necessidade de
energia elétrica, falha nos links de internet, | sair do escritério da Gestora, os
falha nas linhas telefénicas, falhas nos | Colaboradores devem continuar
sites das empresas que fornecem | desempenhando suas atividades
sistemas de uso da Gestora, falta de agua | através de Home Office, uma vez que

etc.; e todos os arquivos podem ser acessados
» Problemas de acesso ao | pela nuvem. Além disso, ha a
local/recursos: Impossibilidade ou | vinculagao dos e-mails e

dificuldade de acesso ao local onde se | armazenamento no Microsoft Office
localiza o escritorio. Essa impossibilidade | 365. A continuidade das operagdes da
pode ser causada por eventos como | Gestora devera ser assegurada o
greves, greves de transporte publico, | quanto antes, de modo que as
interdicdes pelas autoridades do prédio ou | atividades diarias nao sejam

do entorno do escritério da Gestora etc. interrompidas ou gravemente
impactadas.
Tecnologia

Pagina 4 de 6



Fundamental: (i) para o funcionamento da Gestora, uma vez que as comunicagbes
com clientes, corretoras, administradores de fundos etc., sdo realizados por telefone
ou meios eletrénicos (e-mails e/ou sistemas proprios); e (ii) para a realizacdo de
registros de operagbes (compras e vendas de titulos, aplicagbes e resgates em
classes de fundos de investimento, transferéncia de recursos e pagamento de

despesas da Gestora, dentre outros).

Riscos Plano de Acao
» Problemas de Infraestrutura | Todos os sistemas utilizados pela

Tecnolégica: Problemas com os sistemas
€ recursos necessarios para que a Gestora
possa realizar sua operagdo de forma
normal. Isso implica basicamente a
disponibilidade de acesso aos sistemas
utilizados pela Gestora e garantia de que
suas informagbes estejam protegidas e
possam ser acessadas e/ou utilizadas na
operacdo da Gestora, o que inclui o
armazenamento de dados de sistemas e
aplicativos, os equipamentos eletrbnicos
em geral, links de telecomunicacdo e
transmissdo de dados, softwares e
computadores, aparelhos telefénicos etc.,
incluindo os recursos necessarios para
que tais itens funcionem de forma
adequada e segura.

Gestora sdo acessados por meio de
sites dos préprios provedores desses
sistemas, 0 que viabiliza acessa-los de
qualquer local desde que se disponha
de um computador com um link de
internet.

A comunicagao podera continuar sendo
realizada através da utilizacdo de
telefones celulares dos Colaboradores.
Para tanto, ha procedimento de
comunicar a esses terceiros o estado de
contingéncia da Gestora, de forma a
que estes também tenham
conhecimento da situagéo t&o logo ela
ocorra.

Pessoal

Responsaveis pela operagcdo da Gestora, incluindo a analise e decisdo para
realizacdo ou ndo de investimentos, equipe responsavel pelo compliance e pela

gestéo de risco das carteiras efc.

Riscos

Plano de Acéao

» Falta impactante de Colaboradores:
Término de vinculo repentino com aos
Colaboradores chave para o]
funcionamento da Gestora (notadamente
seus Diretores), 0 ndo comparecimento de
namero expressivo de Colaboradores em
razdo de doengas ou qualquer outro tipo
de impedimento etc.

A estrutura da Gestora conta hoje com
a definicho e treinamento dos
funcionarios para atuagdo como back-
up das funcdes e responsabilidades de
seus colegas de Gestora, tal como
quando um Colaborador se ausenta da
Gestora (férias ou licenga) e suas
atividades continuam sendo executadas
pelo seu back-up designado.
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5. Aspectos Gerais

Este Plano € de uso restrito dos Colaboradores da Gestora e ndo pode ser divulgado
para terceiros, exceto se autorizado pela Equipe de Contingéncia.

E responsabilidade do Coordenador de Contingéncia manter este Plano atualizado, bem
como a realizacao de validagao anual dos procedimentos estabelecidos neste Plano.

Ainda, o Coordenador de Contingéncia realizard testes de contingéncias que
possibilitem que a Gestora esteja preparada para eventos desta natureza,
proporcionando a Gestora condicbes adequadas para continuar suas operagodes.

Sendo assim, anualmente, é realizado um teste de contingéncia para verificar:

(i) Acesso aos sistemas;

(i) Acesso ao e-mail corporativo;

(iii) Acesso aos dados armazenados;

(iv) Verificagao do treinamento aos colaboradores para atuarem como back-up; e
(v) Qualquer outra atividade necessaria para continuidade do negécio.

O resultado do teste é registrado em relatério, que servira como indicador para
regularizagdo das possiveis falhas identificadas, servindo como apoio ao constante

aprimoramento deste Plano.

6. Controle de Versoes

Histérico das atualizagoes

Data Verséo Responsavel

Janeiro de 2025 12 e Atual Diretor de Compliance, Risco e PLD
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